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To assist healthcare organizations and 

business associates to develop and 

implement practices to secure IT systems 

and comply with HIPAA/HITECH 

regulations and MIPS program. 

EHR 2.0 Mission



The New Trend in Healthcare IT

Project Objectives

✓ Assessing the risk of patient data and deployment of on-premise applications

✓ Perform a risk assessment and assess the compliance of patient data 

services and implementation of different services

✓ Identifying responsibilities and controls for applications

✓ Understand available controls on how to implement and configure them to 

manage security and compliance with applicable regulatory requirements 

especially HIPAA/HITECH 

✓ Offering implementation guidance to help accomplish the business objectives,  

tasks and better manage the risks



Proposed Security 
Risk Analysis Process

4. Documentation, Training  

and Reasssesment

2. HIPAA/HITECH 

Assessment by using the 

EHR 2.0 Consulting Team

1. Identify patient data flow 

and determine the scope

6. Implement Corrective 

Measures (Client) 

5. Sign-Off and 

Project Closure

3. Review and Verify 

SRA Analysis Report 

(EHR 2.0)



Deliverables
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✓ ePHI Inventory Sheet
✓ Scoping and Profiling

✓ Security Risk Analysis Report
✓ Vulnerability assessment

✓ HIPAA/HITECH Assessment Report

✓ Risk Management Plan

✓ Customized Policies and Procedures 

✓ Online User Training

✓ Executive Summary Report

✓ Portal Access

We provide audit support/guarantee for all our consulting customers

Audit Support 

Guarantee



Online Portal to Manage Deliverables
Packaged in one container

• Simple and easy to use web-based 

tool

• Covers HIPAA Security and Data 

breach requirements

• Content continuously updated to 

include new requirements

• Pre-populated solutions to track 

exposures, prioritize security risks, 

develop mitigation plan

• Continuously evaluate and update 

plans

• Download, print and/or store reports 

in portal



Online Portal to Manage 

Deliverables… Contd. 

Online Security Awareness 

Training for Staff
• 6 Modules

• Training log

• Customizable

Online Data Breach Risk 

Determination Tool
• Supports HITECH Data 

Breach Act

• Required documentation



Online Portal to Manage 

Deliverables… Contd. 

Qualys Vulnerability 

Assessment
• Scan your external facing 

network

• Prioritize Risks

Customized Policies 

and Procedures
• Covers all key policy areas

• Security and Breach 

Policies



Next Steps

1. Review proposal

2. Questions, concerns and feedback

3. Finalize purchase order

4. Schedule initial calls with the technical team 

5. Project plan and deliverable timeline will be 

shared upon further discussion

6. Portal setup and schedule training for 

consultants



Contact Us

E-mail: info@ehr20.com

Phone: 1-866-276 8309
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THANK YOU!


